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Campaign Management Release Notes: 
Permissions Overhaul 

 

 

 
 

 
 

The Campaign Management permission settings have been updated to simplify and enhance the backend 

user experience. This update includes the following new features: 

 

 Expand / Collapse Toggle  

 “Manage all Organizations” Permission 
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Expand / Collapse Toggle 
The Expand / Collapse Toggle feature makes managing Campaign Management permissions much more 

efficient and easy to use.  
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“Manage all Organizations” Permission  
The “Manage all Organizations” permission setting provides TRUiST Support and other OPPS users and 

groups access to see banned IP addresses and enables read-only access to the Failed Authorization Log. If 

this permission is enabled, users and groups will also have the ability to delete a user regardless of the 

organization they are associated to. If “Manage all Organizations” is not enabled, the user or group cannot 

delete users outside of their organization. This permission setting can be granted to a user or group in the 

Campaign Management Permission Settings. 

 

To enable / disable the “Manage all Organizations” permission in OPPS, take the following steps: 

 

1. Log in to Campaign Management and navigate to the left navigation tree. Select the 

  node. 

 

2. Search the system for a user or group. 

 

 
 

3. Click the key icon (  ) in the Action column to edit the permissions for a user or group. 
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4. Click the expand button (  ) to open and view the “System” permission settings. Scroll down the 

page to “Manage All Organizations” and check “Grant” to enable this feature. 
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5. Click  at the bottom of the page. 

 

 
 

6. The next time the user logs in to OPPS, they will see two new options under the Campaign 

Management node, “IP Banning” and “Failed Authorization.” From “IP Banning,” users can add 

black-listed and white-listed IP address and view IP activity. From “Failed Authorization” users can 

view the Failed Authorization Log. 
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